**Рекомендации по безопасному использованию мессенджеров**

Общаясь в мессенджерах важно оценивать безопасность и риски, связанные с их использованием. Необходимо соблюдать определенные правила общения в соцсетях, не забывая о том, что злоумышленники используют современные способы и методы, чтобы охотиться за вашими деньгами и личными данными.

-Скачивайте приложения мессенджеров только с сайтов разработчиков и официальных магазинов приложений.

- Настройте двухфакторную аутентификацию в приложении мессенджера.

- Запретите в настройках получение сообщений от незнакомых контактов.

- Отключите автозагрузку файлов.

- С подозрением относитесь к полученным ссылкам и файлам, даже если они поступили от известного отправителя. Прежде чем переходить по ссылке или открывать файл, узнайте другим способом связи, действительно ли ваш знакомый отправлял их.

- Отключите функцию, позволяющую просматривать ваш профиль всем пользователям (сделайте его доступным только для ваших контактов).

- Избегайте обмена конфиденциальной информацией в чатах.

-Соблюдайте осторожность при использовании мессенджеров через общедоступные сети Wi-Fi.

- Регулярно обновляйте все установленные программы и операционную систему своих устройств.

***Управление по противодействию киберпреступности КМ УВД***